Introduction

FlexNet Agent 5.9 retrieves and communicates data for Flexera’s usage-reporting web application: FlexNet Manager for Engineering Applications.

For information about installing and configuring FlexNet Agent 5.9, see the FlexNet Agent 5.9 Installation Guide.

Using with FlexNet Manager for Engineering Applications

FlexNet Agent 5.9 supports the administrative capabilities of FlexNet Manager for Engineering Applications to manage a FlexNet Publisher licensing environment. FlexNet Agent 5.9 supports both single-server configurations and triad configurations for serving licenses.

Supported FlexNet Publisher License Servers

For use with FlexNet Manager for Engineering Applications, FlexNet Agent 5.9 supports the following FlexNet Publisher license servers:

- FlexNet Publisher 11.12.1 through FlexNet Publisher 11.17.1
Supported Platforms

FlexNet Agent 5.9 is supported for use on the platforms and versions listed in this section.

Important • A 64-bit environment is required to install FlexNet Agent 5.9 on Windows, Linux and Solaris SPARC machines.

<table>
<thead>
<tr>
<th>Platform</th>
<th>Supported Versions</th>
</tr>
</thead>
<tbody>
<tr>
<td>Microsoft Windows</td>
<td>• Microsoft Windows Server 2019</td>
</tr>
<tr>
<td></td>
<td>• Microsoft Windows Server 2016</td>
</tr>
<tr>
<td>Red Hat Enterprise</td>
<td>• Red Hat Enterprise Linux 7.x and later (x86_64) with required patches</td>
</tr>
<tr>
<td>Linux</td>
<td>• Red Hat Enterprise Linux 6.x and later (x86_64) with required patches</td>
</tr>
</tbody>
</table>

System Requirements

FlexNet Agent 5.9 has the following system requirements.

Hard Drive Space

These are the minimum requirements for hard-drive space.

• FlexNet Agent 5.9—1 GB

Resolved Issues

This section describes the issues that have been resolved in the FlexNet Agent 5.9

• Apache Log4j upgraded from 1.x version into latest 2.17.1 version. This release addresses the below vulnerabilities & latest log4j library support.
  • CVE-2021-45105
  • CVE-2021-45046
  • CVE-2021-44228
  • CVE-2021-44832
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