Introduction

Software Vulnerability Research reimagines how software is secured by closing the gap between IT Security and IT Operations by providing industry leading security research, risk assessment and remediation through Software Vulnerability Research’s key components:

- **Research**—Keep up with the latest software vulnerability research and advisories from Secunia Research.
- **Assessment**—Discover where software vulnerabilities are installed across your organization.
- **Patching**—Remediate software vulnerabilities in third-party applications.
New Features

Software Vulnerability Research includes the following new features:

- New REST API to Provide Details on Watch Lists
- Option to Disable Standard Login for SSO

New REST API to Provide Details on Watch Lists

In this release of Software Vulnerability Research, a new REST API called `asset-lists-subscriptions` has been added that provides details on Watch Lists and their subscribers. For more details on this new REST API, see the following URL:

https://api.app.flexerasoftware.com/api/asset-lists-subscriptions/

*Note • This change was tracked in issue SVM-1119.*

Option to Disable Standard Login for SSO

A new option has been added to Software Vulnerability Research to enable organizations using SSO to disable standard login options for all of their users (except root). To select this option, perform the following steps.

<table>
<thead>
<tr>
<th>Task</th>
<th>To disable standard login:</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.</td>
<td>Open the <strong>Settings</strong> page.</td>
</tr>
<tr>
<td>2.</td>
<td>On the <strong>User Management</strong> tab, under <strong>SSO Settings &gt; Service Provider Configuration</strong>, select <strong>Disable standard login</strong>.</td>
</tr>
</tbody>
</table>

*Note • This change was tracked in issue SVM-1113.*

System Requirements

Software Vulnerability Research’s user interface will resize and adapt when being used on different devices. You can access the system from anywhere using any device, such as a smart phone or tablet, running Internet Explorer 11 or higher, Chrome, Opera, Firefox, Safari and mobile browsers with an Internet connection capable of connecting to https://app.flexerasoftware.com.

Resolved Issues

This release of Software Vulnerability Research does not include any resolved issues.
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